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This step is based on your 
integration. Please reach out to 
your implimentation manager if 
you have questions.

EMVco 2.0 Notice:
If the card number passed into the 
Bin.process call is 2.0 compatible and 
there is a Method URL, then we will 
run the Method URL at this step


